<https://mangmaytinh.net/threads/block-user-agents-su-dung-nginx.169/>

Bên trong của phần HTTP {}, thêm đoạn mã này:

Mã:

if ($http\_user\_agent ~\* (Wget) ) {

return 403;

}

Trong ví dụ này, công cụ wget bị chặn và trả về một phản ứng 403 Forbidden.  
  
  
**Làm thế nào bạn có thể ngăn chặn nhiều user agent?**

Mã:

if ($http\_user\_agent ~ (Windows 95|Windows 98|wget|curl|libwww-perl) ) {

return 403;

}

Bạn có thể thấy ở đây là các trình duyệt hệ điều hành cũ (Windows 95 và 98) đều bị chặn, cùng với wget, curl và libwww-perl (cách phổ biến để tấn công các máy chủ từ xa). Có rất nhiều chương trình và các công cụ để ngăn chặn khác; đây chỉ là một ví dụ cơ bản.  
  
**Trường hợp chữ hoa và thường đều được sử dụng**  
Sử dụng ~\* để giúp thực hiện trường hợp này  
Ví dụ:

Mã:

### case sensitive http user agent blocking ###

if ($http\_user\_agent ~ (Catall Spider|AcoiRobot) ) {

return 403;

}

### case insensitive http user agent blocking ###

if ($http\_user\_agent ~\* (foo|bar) ) {

return 403;

}

Nếu bạn muốn biết tất cả các chuỗi user agent hiện có, kiểm tra [trang web](http://www.useragentstring.com/pages/useragentstring.php) này.